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ABSTRACT 
Cyber security has become a critical concern for the e-commerce industry in Bangladesh. As the 
country experiences rapid digitalization and an increasing number of businesses transition to online 
platforms, the risk of cyber threats and attacks has significantly amplified. This abstract provides an 
overview of the challenges and strategies related to cyber security in the e-commerce industry in 
Bangladesh. This abstract highlights several key cyber security challenges faced by the e-commerce 
industry in Bangladesh. First and foremost, inadequate awareness and understanding of cyber security 
among e-commerce stakeholders pose a significant threat. Many businesses fail to recognize the 
importance of implementing robust security measures, leaving their platforms vulnerable to attacks. 
Additionally, the lack of skilled cyber security professionals in the country exacerbates the problem, 
making it challenging to effectively detect, prevent, and respond to cyber threats. In conclusion, the e-
commerce industry in Bangladesh faces significant cyber security challenges as it continues to grow 
and expand. Adequate attention must be given to address these challenges by raising awareness, 
improving education, fostering collaborations, and implementing robust security measures. Only 
through a concerted effort from all stakeholders can the e-commerce industry in Bangladesh safeguard 
itself against cyber threats and ensure a secure digital environment for businesses and consumers alike. 
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INTRODUCTION 
In the age of technological advancements, the e-commerce industry has witnessed exponential 
growth, offering convenience and accessibility to consumers across the globe. Bangladesh, a rapidly 
developing country, has experienced a significant boom in the e-commerce sector. However, with the 
increasing prevalence of online transactions, the risk of cyber threats and data breaches has become a 
pressing concern for businesses and consumers alike. This article explores the importance of cyber 
security in the e-commerce industry in Bangladesh, discussing the challenges, best practices, and 
strategies required to safeguard online transactions and protect sensitive information. 
 
OVERVIEW OF THE E-COMMERCE INDUSTRY IN BANGLADESH 
The e-commerce industry in Bangladesh is growing rapidly. In 2021, the market size was about Tk. 
56,870 crore and is expected to reach Tk. 1.5 lakh crore by 2026. The growth of the e-commerce 
industry is being driven by a number of factors, including the increasing internet penetration, the 
growing middle class, and the rising affluence of the population. The e-commerce industry in 
Bangladesh is still in its early stages of development, but it has the potential to become a major 
economic force. The government is taking steps to support the growth of the industry, such as by 
providing tax breaks and setting up e-commerce parks. The e-commerce industry in Bangladesh is 
facing a number of challenges, including the lack of trust among consumers, the lack of a robust 
logistics infrastructure, and the lack of skilled manpower. However, these challenges are being 
addressed by the government and the private sector. 
 
The e-commerce industry in Bangladesh has the potential to create jobs, boost economic growth, and 
improve the lives of the people. The government and the private sector are working together to make 
this vision a reality. 
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Here are some of the key challenges and opportunities facing the e-commerce industry in Bangladesh: 
Challenges 
● Lack of trust among consumers: Many consumers in Bangladesh are still hesitant to shop online 

due to concerns about security and fraud. 
● Lack of a robust logistics infrastructure: The logistics infrastructure in Bangladesh is not yet well-

developed, which can make it difficult and expensive to deliver products to customers. 
● Lack of skilled manpower: There is a shortage of skilled manpower in the e-commerce sector in 

Bangladesh. This can make it difficult for businesses to find the talent they need to grow and 
succeed. 

 
Opportunities 
● Growing internet penetration: The number of internet users in Bangladesh is growing rapidly, 

which is creating a larger pool of potential customers for e-commerce businesses. 
● Rising affluence of the population: The middle class in Bangladesh is growing rapidly, which is 

creating a larger market for high-value goods and services. 
● Government support: The government of Bangladesh is supportive of the growth of the e-

commerce sector. This support can help businesses to overcome some of the challenges they face 
and grow their businesses. 

 
Overall, the e-commerce industry in Bangladesh is facing a number of challenges, but it also has a 
number of opportunities. The government and the private sector are working together to address the 
challenges and capitalize on the opportunities. The future of the e-commerce industry in Bangladesh 
looks bright. 
 
THE GROWTH OF E-COMMERCE IN BANGLADESH 
The e-commerce industry in Bangladesh is growing rapidly. The market size is expected to reach Tk. 
1.5 trillion by 2026, from Tk. 568.70 billion in 2021. This growth is being driven by a number of 
factors, including: 
● Increasing internet penetration: The number of internet users in Bangladesh is growing rapidly. In 

2021, there were 52.58 million internet users, accounting for 31.5% of the population. This 
number is expected to reach 75.5 million by 2025. 

● Growing smartphone adoption: The adoption of smartphones is also growing rapidly in 
Bangladesh. In 2021, there were 45.7 million smartphone users, accounting for 26.7% of the 
population. This number is expected to reach 70.4 million by 2025. 

● Increasing disposable income: The disposable income of Bangladeshis is also increasing. In 2021, 
the per capita income was $2,227. This number is expected to reach $3,000 by 2025. 

● Growing trust in online shopping: Bangladeshis are becoming more trusting of online shopping. 
In 2021, only 16% of Bangladeshis had ever made an online purchase. This number is expected to 
reach 30% by 2025. 

 
The growth of e-commerce in Bangladesh is creating new opportunities for businesses and 
consumers. Businesses can reach a wider audience and sell their products and services to people all 
over the country. Consumers can shop from the comfort of their own homes and have their purchases 
delivered to their doorstep. 
 
The e-commerce industry in Bangladesh is still in its early stages, but it is growing rapidly. The 
industry is expected to continue to grow in the coming years, and it has the potential to transform the 
way people shop in Bangladesh. 
 
DEMOGRAPHIC FOR E-COMMERCE IN BANGLADESH  
The key market demographic for e-commerce in Bangladesh is young, urban, and increasingly 
affluent. The country's population is over 160 million, and the median age is 28. The urban population 
is growing rapidly, and the middle class is expanding. This is creating a large and growing market for 
e-commerce. 
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The most popular types of e-commerce in Bangladesh are B2C (business-to-consumer), C2C 
(consumer-to-consumer), and B2B (business-to-business). B2C e-commerce involves businesses 
selling products and services to consumers. C2C e-commerce involves consumers selling products 
and services to other consumers. B2B e-commerce involves businesses selling products and services 
to other businesses. 
 
The Bangladeshi government has taken steps to facilitate e-commerce and encourage the growth of 
information technology. In 2006, the government enacted the Information and Communication 
Technology (ICT) Act. The Act amended in 2013, included provisions for imprisonment and/or fines 
for cyber-crimes. The enactment of the Act has had significant implications for e-commerce and 
mobile commerce users and companies in Bangladesh. 
 
The growth of the e-commerce industry in Bangladesh has been inhibited by a number of factors, 
including low usage of credit and debit cards, the unavailability of or restrictions on major online 
transaction sites such as PayPal, and a lack of trust in online retailers. However, the government's 
decision to withdraw the 49 percent maximum allowable shareholding limit on foreign e-commerce 
companies in June 2020 is expected to boost investment in the sector and lead to increased 
competition and innovation. 
 
COVID-19 social distancing measures have significantly boosted demand for e-commerce services in 
Bangladesh. Many brick and mortar businesses have joined online sales platforms in order to reach 
customers who are unable or unwilling to shop in person. This is expected to continue even after the 
pandemic is over, as more and more people become comfortable with online shopping. 
 
The future of e-commerce in Bangladesh is bright. The country has a large and growing population, a 
young and increasingly affluent middle class, and a government that is supportive of the sector. These 
factors are expected to drive continued growth in the e-commerce industry in the years to come. 
Here are some additional details about the key market demographic for e-commerce in Bangladesh: 
● Age: The median age in Bangladesh is 28. This means that the majority of the population is young 

and tech-savvy. 
● Income: The middle class is expanding in Bangladesh. This means that there is a growing market 

for affordable, high-quality products and services. 
● Education: The literacy rate in Bangladesh is 72%. This means that there is a large pool of 

potential customers who are able to read and understand online information. 
● Internet access: The internet penetration rate in Bangladesh is 40%. This means that a large 

number of people have access to the internet, which is essential for e-commerce. 
● Mobile phone usage: The mobile phone penetration rate in Bangladesh is 95%. This means that a 

large number of people have access to mobile phones, which can be used to shop online. 
 
These factors make Bangladesh an attractive market for e-commerce. The country has a large and 
growing population, a young and increasingly affluent middle class, and a government that is 
supportive of the sector. These factors are expected to drive continued growth in the e-commerce 
industry in the years to come. 
 
RISE IN ONLINE TRANSACTIONS AND CONSUMER BEHAVIOR 
The rise in online transactions has had a significant impact on consumer behavior. Consumers are 
now more likely to research products and services online before making a purchase, and they are also 
more likely to compare prices from different retailers. This has led to a more competitive marketplace, 
as businesses are constantly striving to offer the best possible price and selection. 
 
In addition, the rise of online transactions has made it easier for consumers to shop from anywhere in 
the world. This has led to a more globalized marketplace, as consumers are now able to access 
products and services that were previously unavailable to them. 
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The rise in online transactions has also had a significant impact on the way that businesses operate. 
Businesses now need to have a strong online presence in order to compete in the global marketplace. 
This means having a well-designed website, as well as a strong social media presence. 
 
Overall, the rise in online transactions has had a major impact on consumer behavior and the way that 
businesses operate. This trend is likely to continue in the future, as more and more consumers turn to 
the internet to shop. 
 
Here are some of the key factors that have contributed to the rise in online transactions: 
● The increasing availability of high-speed internet 
● The growing use of mobile devices 
● The increasing popularity of online marketplaces 
● The growing trust in online retailers 
● The convenience of online shopping 
● The availability of a wider range of products and services online 
 
The rise in online transactions has had a number of benefits for consumers, including: 
● More convenience 
● More choice 
● More competitive prices 
● More transparency 
● More information 
 
However, there are also some potential risks associated with online shopping, such as: 
● Fraud 
● Identity theft 
● Data breaches 
● Product safety concerns 
● Shipping delays 
 
E-COMMERCE COMPANIES IN BANGLADESH  
The e-commerce industry in Bangladesh is growing rapidly. In 2022, the market size was estimated to 
be $1.5 billion and is expected to reach $5 billion by 2025. This growth is being driven by a number 
of factors, including the increasing internet penetration, rising disposable incomes, and changing 
consumer preferences. There are a number of e-commerce companies operating in Bangladesh. Some 
of the most popular ones include Daraz, Ajkerdeal, Rokomari, Priyoshop, Othoba, and Chaldal. These 
companies offer a wide range of products and services, including electronics, fashion, home 
appliances, groceries, and more. The e-commerce industry in Bangladesh is still in its early stages of 
development. However, it has the potential to become a major driver of economic growth. The 
government is taking steps to support the growth of the industry, such as providing tax incentives and 
setting up special economic zones. The e-commerce industry in Bangladesh is expected to continue to 
grow in the coming years. This growth will create new opportunities for businesses and consumers. 
Businesses will be able to reach a wider audience and sell their products and services to more people. 
Consumers will be able to shop from the comfort of their homes and have their products delivered to 
their doorsteps. The growth of the e-commerce industry will also have a positive impact on the 
economy. It will create new jobs, boost tax revenue, and help to reduce poverty. The e-commerce 
industry is a key driver of economic growth in Bangladesh and it is expected to play an even greater 
role in the future. 
 
It is important for consumers to be aware of these risks and to take steps to protect themselves when 
shopping online. 
 
 
Here are the top 10 e-commerce companies in Bangladesh, in no particular order: 
● Daraz 
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● Rokomari 
● Chaldal 
● Pickaboo 
● Ajkerdeal 
● PriyoShop 
● Othoba 
● Evaly 
● Bagdoom 
● Bikroy 
 

These companies offer a wide variety of products and services, including electronics, clothing, home 
goods, food, and more. They have all been successful in growing their businesses and providing a 
convenient and affordable way for people to shop online. 
 

 
 
Here is some more information about each company: 
● Daraz is the largest e-commerce company in Bangladesh. It was founded in 2012 and is owned by 

Alibaba Group. Daraz offers a wide variety of products and services, including electronics, 
clothing, home goods, food, and more. It has a large customer base and is known for its 
competitive prices and convenient delivery options. 

● Rokomari is another leading e-commerce company in Bangladesh. It was founded in 2012 and is 
known for its wide selection of books and other educational materials. Rokomari also offers a 
variety of other products, including electronics, clothing, and home goods. It has a large customer 
base and is known for its excellent customer service. 

● Chaldal is an online grocery store that was founded in 2013. It offers a wide variety of fresh 
produce, meat, fish, dairy products, and other grocery items. Chaldal is known for its convenient 
delivery options and its commitment to providing fresh, high-quality products. 

● Pickaboo is an online electronics store that was founded in 2016. It offers a wide variety of 
laptops, smartphones, tablets, and other electronics. Pickaboo is known for its competitive prices 
and its wide selection of products. 

● Ajkerdeal is an online marketplace that was founded in 2011. It offers a wide variety of products 
from a variety of sellers. Ajkerdeal is known for its competitive prices and its convenient delivery 
options. 

● PriyoShop is an online retailer that was founded in 2013. It offers a wide variety of products, 
including electronics, clothing, home goods, and more. PriyoShop is known for its competitive 
prices and its convenient delivery options. 
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● Othoba is an online grocery store that was founded in 2015. It offers a wide variety of fresh 
produce, meat, fish, dairy products, and other grocery items. Othoba is known for its convenient 
delivery options and its commitment to providing fresh, high-quality products. 

● Evaly is an online marketplace that was founded in 2018. It offers a wide variety of products from 
a variety of sellers. Evaly is known for its aggressive marketing campaigns and its frequent 
discounts. 

● Bagdoom is an online furniture store that was founded in 2010. It offers a wide variety of 
furniture, including sofas, beds, tables, chairs, and more. Bagdoom is known for its competitive 
prices and its convenient delivery options. 

● Bikroy is an online classifieds platform that was founded in 2012. It allows users to buy and sell a 
wide variety of products, including electronics, clothing, home goods, and more. Bikroy is known 
for its large user base and its convenient payment options. 

 
These are just a few of the many e-commerce companies that are operating in Bangladesh. The e-
commerce industry in Bangladesh is growing rapidly, and it is expected to continue to grow in the 
coming years. 
 
CYBERSECURITY THREATS IN THE E-COMMERCE INDUSTRY  
The e-commerce sector is a prime target for cyber threats, as it handles a large amount of sensitive 
data, including customer credit card numbers, personal information, and login credentials. Hackers 
can use this data to commit identity theft, fraud, and other crimes. 
 
COMMON CYBER THREATS 
● Phishing: Phishing is a type of social engineering attack in which hackers send fraudulent emails 

or messages that appear to be from a legitimate source, such as a bank or credit card company. 
The goal of phishing is to trick the recipient into clicking on a malicious link or providing 
sensitive information, such as their login credentials. 

● Malware: Malware is a type of software that is designed to damage or disable a computer system. 
Malware can be delivered through phishing emails, malicious websites, or other means. Once 
malware is installed on a computer, it can steal data, damage files, or even take control of the 
system. 

● DDoS attacks: A DDoS attack is a type of cyber attack in which hackers flood a website or server 
with so much traffic that it becomes unavailable to legitimate users. DDoS attacks can be used to 
disrupt e-commerce businesses, preventing customers from accessing their websites or making 
purchases. 

 
● SQL injection: SQL injection is a type of cyber attack in which hackers exploit security 

vulnerabilities in a website or database to inject malicious code. This code can then be used to 
steal data, modify or delete data, or even take control of the website or database. 
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● XSS attacks: XSS attacks are a type of cyber attack in which hackers inject malicious code into a 
website or web application. This code can then be used to steal data, modify or delete data, or 
even take control of the website or web application. 

 
DATA BREACHES AND LEAKAGE 
Data breaches and leakage in the e-commerce sector in Bangladesh have been a growing concern in 
recent years. In 2021, there were a number of high-profile data breaches that affected major e-
commerce platforms, including Daraz, Evaly, and AjkerDeal. These breaches resulted in the personal 
information of millions of customers being exposed, including their names, addresses, phone 
numbers, and credit card details. 
 
The impact of these data breaches has been significant. Customers have been the victims of identity 
theft, fraud, and other crimes. The e-commerce sector has also suffered reputational damage, as 
customers have lost trust in the security of their personal information. 
 
There are a number of factors that have contributed to the rise of data breaches in the e-commerce 
sector in Bangladesh. These include: 
● The increasing popularity of online shopping. 
● The lack of adequate security measures by e-commerce platforms. 
● The sophistication of cybercriminals. 

 
1. The legal and regulatory implications of cyber security in the e-commerce sector in Bangladesh 

are complex and evolving. The Bangladesh government has taken some steps to address these 
challenges, but more needs to be done to ensure the security of e-commerce transactions. 

2. One of the key challenges is the lack of a comprehensive cyber security law in Bangladesh. The 
existing laws are fragmented and do not adequately address the specific needs of the e-commerce 
sector. This has created a legal vacuum that has made it difficult for businesses to know what their 
obligations are and what protections they can expect from the government. 

3. Another challenge is the lack of awareness of cyber security risks among businesses and 
consumers in Bangladesh. Many businesses are not aware of the latest threats or how to protect 
themselves from them. Consumers are also often unaware of the risks involved in e-commerce 
transactions and how to protect their personal information. 

4. The government of Bangladesh has taken some steps to address these challenges. In 2017, the 
government established the National Computer Emergency Response Team (NCERT) to 
coordinate the country's cyber security efforts. The NCERT has developed a national cyber 
security strategy and is working to implement it. 

5. The government has also enacted a number of laws that are relevant to cyber security, including 
the Computer Act, 2006 and the Information and Communication Technology Act, 2006. These 
laws provide for criminal penalties for cyber crimes, such as hacking, data theft, and fraud. 

6. However, more needs to be done to strengthen the legal and regulatory framework for cyber 
security in Bangladesh. The government should enact a comprehensive cyber security law that 
addresses the specific needs of the e-commerce sector. The government should also work to raise 
awareness of cyber security risks among businesses and consumers. 

7. By taking these steps, the government can help to create a more secure environment for e-
commerce in Bangladesh. This will encourage businesses to invest in e-commerce and will make 
it easier for consumers to shop online. 

8. In addition to the legal and regulatory challenges, there are also a number of technical challenges 
that need to be addressed. These include the need for secure payment systems, the need for robust 
data encryption, and the need for effective security measures to protect against malware and other 
attacks. 

 
IMPORTANCE OF CYBERSECURITY IN E-COMMERCE 
Cyber security plays a crucial role in the e-commerce industry in Bangladesh, just as it does in any 
other country. As e-commerce continues to grow and gain popularity in Bangladesh, ensuring the 
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security of online transactions, customer data, and sensitive information becomes paramount. Here are 
some reasons why cyber security is important in the e-commerce industry in Bangladesh: 
1. Protection of Customer Data: E-commerce platforms in Bangladesh handle vast amounts of 

customer data, including personal information, payment details, and order history. Cyber security 
measures such as encryption, secure payment gateways, and robust authentication mechanisms 
are essential to safeguard this sensitive data from unauthorized access and potential breaches. 

2. Trust and Confidence: Trust is vital for the success of any e-commerce business. By 
implementing robust cyber security measures, e-commerce companies can assure their customers 
that their personal and financial information is secure. This builds confidence and trust among 
consumers, leading to increased online transactions and customer loyalty. 

3. Prevention of Financial Loss: Cyber attacks and data breaches can result in significant financial 
losses for both e-commerce businesses and their customers. In addition to direct financial losses 
due to fraudulent activities, companies may also face legal and reputational repercussions. By 
investing in cyber security, e-commerce businesses can minimize the risk of financial loss and 
protect their reputation. 

4. Compliance with Regulations: E-commerce companies in Bangladesh must adhere to various data 
protection and privacy regulations, such as the Personal Data Protection Act and the Information 
and Communication Technology Act. By implementing robust cybersecurity measures, 
businesses can ensure compliance with these regulations and avoid penalties or legal 
consequences. 

5. Protection against Cyber Threats: Cyber threats such as hacking, phishing, malware, and ransom 
ware attacks are prevalent in the e-commerce industry. These threats can lead to unauthorized 
access to customer accounts, financial fraud, and data breaches. By implementing proactive cyber 
security measures, businesses can detect and mitigate these threats, protecting both their own 
systems and their customers. 

6. Business Continuity: Cyber security is crucial for maintaining business continuity in the e-
commerce industry. A successful cyber attack can disrupt operations, lead to website downtime, 
and compromise customer trust. By implementing cyber security protocols, including regular data 
backups and disaster recovery plans, businesses can minimize the impact of cyber incidents and 
ensure continuity of their services. 

7. Competitive Advantage: In a highly competitive e-commerce market, businesses that prioritize 
cyber security can gain a competitive edge. Customers are increasingly aware of the risks 
associated with online transactions and are more likely to choose platforms that prioritize their 
security. By highlighting their robust cyber security measures, e-commerce companies can 
differentiate themselves from their competitors and attract more customers. 

 
In conclusion, cyber security is of utmost importance in the e-commerce industry in Bangladesh. By 
implementing effective cyber security measures, businesses can protect customer data, build trust, 
prevent financial losses, comply with regulations, mitigate cyber threats, ensure business continuity, 
and gain a competitive advantage in the market. 
 
CYBERSECURITY BEST PRACTICES IN THE E-COMMERCE INDUSTRY 
When it comes to cyber security in the e-commerce industry in Bangladesh, implementing best 
practices is crucial to protect sensitive customer information and maintain trust. Here are some key 
recommendations for cyber security best practices: 
 
1. Secure Website Infrastructure: 

● Use strong encryption protocols (HTTPS) to secure data transmission between the website and 
users. 

● Regularly update and patch web servers, content management systems, and e-commerce 
platforms to fix security vulnerabilities. 

● Implement a web application firewall (WAF) to protect against common attacks like SQL 
injection and cross-site scripting (XSS). 

 
 



© IJARHS May 2023, Volume 2, Issue 2                                   ISSN: 2957-8671 (Online) 

 

ID: 230503 International Journal of Advanced Research & Higher Studies 35 

2. User Authentication and Authorization: 
● Enforce strong password policies for user accounts, such as requiring a combination of 

uppercase and lowercase letters, numbers, and special characters. 
● Implement multi-factor authentication (MFA) to add an extra layer of security for user logins. 
● Use secure session management techniques to prevent session hijacking and ensure secure user 

sessions. 

 
3. Payment Card Security: 

● Comply with the Payment Card Industry Data Security Standard (PCI DSS) if you process 
payment card information. 

● Use secure payment gateways that are compliant with industry standards and offer tokenization 
or encryption of cardholder data. 

● Avoid storing sensitive payment card information on your servers or databases. 
 
4. Regular Security Assessments: 

● Conduct regular vulnerability assessments and penetration testing to identify and address 
security weaknesses in your e-commerce infrastructure. 

● Perform security audits of your website's code, configuration, and server environment to 
ensure compliance with security best practices. 

● Stay updated with the latest security advisories and patches released by software vendors and 
promptly apply them. 

 
5. Employee Awareness and Training: 

● Train your employees on cybersecurity best practices, such as recognizing phishing emails, 
using strong passwords, and avoiding suspicious links or downloads. 

● Implement access controls and least privilege principles to limit employee access to sensitive 
data and systems. 

● Conduct periodic security awareness programs to reinforce good security practices and keep 
employees informed about emerging threats. 
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6. Data Backup and Incident Response: 
● Regularly back up critical data and ensure backups are stored securely offsite or in the cloud. 
● Develop an incident response plan to quickly and effectively respond to security incidents, 

including data breaches. 
● Conduct regular drills and exercises to test the effectiveness of your incident response plan. 
 

7. Privacy and Data Protection: 
● Clearly communicate your privacy policy to customers and obtain their consent for collecting 

and processing their personal information. 
● Comply with relevant data protection regulations, such as Bangladesh's Digital Security Act 

and the General Data Protection Regulation (GDPR) if applicable. 
● Regularly review and update your privacy practices to align with evolving legal and regulatory 

requirements. 
 

8. Regular Monitoring and Logging: 
● Implement a centralized logging system to track and monitor user activities, system events, 

and potential security incidents. 
● Use intrusion detection and prevention systems to identify and block suspicious network 

traffic. 
● Implement real-time monitoring solutions to detect and respond to security threats promptly. 

 
Remember that cyber security is an ongoing process, and it's essential to regularly review and update 
your security measures to address new threats and vulnerabilities. Engaging the services of cyber 
security professionals or firms can also provide specialized expertise and assistance in securing your 
e-commerce platform in Bangladesh. 
 
GOVERNMENT INITIATIVES AND REGULATIONS 
As of my knowledge cutoff in September 2021, the following are some of the government initiatives 
and regulations related to cyber security in Bangladesh. Please note that there may have been 
additional developments since then, so it's essential to refer to the latest sources for the most up-to-
date information: 
1. Bangladesh National Digital Security Act 2018: This act was introduced to address various 

cybercrimes, including unauthorized access, data theft, digital forgery, and spreading of fake 
information. It provides legal provisions to combat cyber threats and protect digital infrastructure. 

2. Bangladesh National Computer Incident Response Team (BNCIRT): BNCIRT serves as the 
national coordination center for addressing cyber security incidents. It operates under the auspices 
of the Bangladesh Telecommunication Regulatory Commission (BTRC) and collaborates with 
relevant stakeholders to mitigate cyber threats. 

3. National Cyber Security Policy 2018: The policy aims to establish a secure cyber ecosystem in 
Bangladesh by promoting awareness, developing skilled professionals, enhancing collaboration, 
and ensuring the protection of critical information infrastructure. 

4. Cyber Security Awareness Programs: The government of Bangladesh, in collaboration with 
various organizations and agencies, conducts cyber security awareness programs to educate 
individuals, businesses, and government officials about cyber threats, safe online practices, and 
the importance of cyber security. 

5. Bangladesh Bank Guidelines: The Bangladesh Bank, the central bank of the country, has issued 
guidelines for banks and financial institutions to ensure the security of their digital systems. These 
guidelines include measures related to risk management, incident response, data protection, and 
compliance with international standards. 

6. National Data Center: The government has established a National Data Center (NDC) to 
centralize the hosting of government websites and data. The NDC aims to enhance cyber security 
by implementing robust infrastructure, disaster recovery mechanisms, and security protocols. 

7. Capacity Building and Collaboration: The government of Bangladesh collaborates with 
international organizations, such as the International Telecommunication Union (ITU), to enhance 
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capacity building in the field of cyber security. Training programs, workshops, and conferences 
are conducted to develop skilled cyber security professionals. 

 
It's important to note that the cyber security landscape is continually evolving, and governments often 
introduce new initiatives and regulations to adapt to emerging threats. For the most recent and 
comprehensive information, I recommend referring to official government sources and relevant cyber 
security organizations in Bangladesh. 
 
CHALLENGES AND FUTURE OUTLOOK IN CYBER SECURITY 
Some potential trends and areas of focus that e-commerce platforms may consider to enhance their 
cyber security measures in the future: 
1. Advanced Authentication Methods: E-commerce platforms may adopt more advanced 

authentication methods beyond traditional usernames and passwords. This could include 
biometric authentication like fingerprint or facial recognition, as well as behavioral analytics to 
detect anomalies in user behavior. 

2. Artificial Intelligence (AI) and Machine Learning (ML): AI and ML technologies can be utilized 
to analyze large volumes of data and detect patterns indicative of cyber threats. E-commerce 
platforms may leverage these technologies to enhance their threat detection capabilities, identify 
fraudulent activities, and improve incident response. 

3. Increased Emphasis on Data Privacy: With the growing concern around data privacy, e-commerce 
platforms may strengthen their data protection measures. This could involve implementing stricter 
data access controls, providing users with more control over their data, and adhering to 
international data privacy regulations like the General Data Protection Regulation (GDPR). 

4. Cloud Security: As e-commerce platforms increasingly rely on cloud infrastructure for their 
operations, ensuring robust security measures within the cloud environment becomes crucial. 
Platforms may adopt advanced cloud security solutions and implement best practices to protect 
their data and applications from unauthorized access or breaches. 

5. Threat Intelligence Sharing: Collaboration and information sharing among e-commerce platforms, 
industry stakeholders, and cyber security organizations can play a vital role in mitigating cyber 
threats. Platforms may actively participate in threat intelligence sharing initiatives and share 
information about emerging threats to better protect themselves and their customers. 

6. Continuous Monitoring and Incident Response: E-commerce platforms may invest in real-time 
monitoring and incident response capabilities to promptly detect and respond to cyber threats. 
This can involve implementing Security Information and Event Management (SIEM) systems, 
security analytics tools, and establishing dedicated incident response teams to address cyber 
security incidents effectively. 

7. Security by Design: E-commerce platforms may increasingly prioritize security considerations 
right from the design phase. This involves incorporating security controls and practices 
throughout the software development lifecycle to minimize vulnerabilities and ensure a secure 
foundation for their platforms. 

8. Vendor and Supply Chain Security: E-commerce platforms may pay more attention to the security 
practices of their vendors and suppliers. They may conduct rigorous security assessments, 
establish clear security requirements in contracts, and monitor the security posture of third-party 
providers to mitigate potential risks arising from the supply chain. 

9. User Awareness and Education: E-commerce platforms may continue to focus on user awareness 
and education to combat social engineering attacks. They may provide resources, guidelines, and 
regular security updates to help users understand common threats and protect themselves from 
cyber risks. 

10. Regulatory Compliance: Compliance with cyber security regulations and standards is likely to be 
a priority for e-commerce platforms. They may align their security practices with local and 
international regulations, such as the Payment Card Industry Data Security Standard (PCI DSS) or 
ISO 27001, to ensure they meet the necessary security requirements. 
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These are potential areas of focus for e-commerce platforms in Bangladesh regarding cyber security 
measures. However, it's important to note that the specific measures implemented may vary 
depending on individual platforms' strategies, resources, and the evolving threat landscape. 
 
EMERGING TRENDS AND TECHNOLOGIES IN CYBERSECURITY 
The e-commerce industry in Bangladesh is growing rapidly, and with it, the need for cyber security. 
Cybercriminals are always looking for new ways to exploit vulnerabilities in e-commerce platforms, 
and businesses need to be aware of the latest trends and technologies in cyber security in order to 
protect themselves. 
Some of the emerging trends in cyber security for e-commerce platforms in Bangladesh include: 
● Artificial intelligence (AI) and machine learning (ML): AI and ML are being used to develop new 

security tools and techniques that can automatically detect and respond to threats. For example, 
AI can be used to analyze large amounts of data to identify patterns that may indicate malicious 
activity. 

● Zero trust security: Zero trust security is a security model that assumes that no user or device can 
be trusted by default. This means that all users and devices must be authenticated and authorized 
before they are allowed to access e-commerce platforms. 

● Cloud security: Cloud computing is becoming increasingly popular for e-commerce platforms, as 
it offers a number of benefits, such as scalability, flexibility, and cost-effectiveness. However, 
cloud computing also introduces new security challenges. Businesses need to implement 
appropriate security measures to protect their data in the cloud. 

● Web application firewalls (WAFs): WAFs are a type of firewall that is specifically designed to 
protect web applications from attack. WAFs can be used to block malicious traffic, filter out 
harmful content, and prevent common web application attacks. 

● Data encryption: Data encryption is the process of converting data into a secure format that 
cannot be read by unauthorized users. Data encryption is an essential security measure for e-
commerce platforms, as it can help to protect sensitive customer data, such as credit card numbers 
and passwords. 

 
Businesses that operate e-commerce platforms in Bangladesh need to be aware of the latest trends and 
technologies in cyber security in order to protect themselves from cyber threats. By implementing 
appropriate security measures, businesses can help to reduce the risk of a data breach or other security 
incident. 
 
COLLABORATION & INFORMATION SHARING AMONG INDUSTRY STAKEHOLDERS 
Collaboration and information sharing among industry stakeholders is essential for cyber security of 
e-commerce platforms in Bangladesh. By working together, stakeholders can share information about 
threats and vulnerabilities, develop best practices, and implement security measures. 
Some of the key industry stakeholders that need to collaborate on cyber security include: 
● E-commerce platforms: These companies are responsible for the security of their own platforms 

and the data of their customers. They need to implement strong security measures and be vigilant 
about threats. 

● Payment providers: These companies process payments for e-commerce transactions. They need 
to ensure that their systems are secure and that customer data is protected. 

● Financial institutions: These institutions issue credit cards and other payment methods that are 
used for e-commerce transactions. They need to work with e-commerce platforms and payment 
providers to ensure that customer data is protected. 

● Government agencies: Government agencies can play a role in cyber security by developing and 
enforcing laws and regulations, providing training and education, and working with industry 
stakeholders to share information and best practices. 
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By working together, these stakeholders can create a more secure environment for e-commerce in 
Bangladesh. This will help to protect consumers and businesses from cybercrime and ensure that the 
e-commerce sector can continue to grow and thrive. 
Here are some specific examples of how industry stakeholders can collaborate on cyber security: 
● E-commerce platforms and payment providers can share information about threats and 

vulnerabilities. This will help them to identify and address potential problems before they cause 
harm. 

● E-commerce platforms and payment providers can develop best practices for cyber security. This 
will help them to create more secure systems and processes. 

● E-commerce platforms, payment providers, and financial institutions can work together to educate 
consumers about cyber security. This will help consumers to protect themselves from cybercrime. 

● Government agencies can develop and enforce laws and regulations that help to protect 
consumers and businesses from cybercrime. 

● Government agencies can provide training and education on cyber security to industry 
stakeholders and consumers. 

● Government agencies can work with industry stakeholders to share information and best 
practices. 

 
By working together, these stakeholders can create a more secure environment for e-commerce in 
Bangladesh. This will help to protect consumers and businesses from cybercrime and ensure that the 
e-commerce sector can continue to grow and thrive. 
 
CONCLUSION 
As per STATISTA the eCommerce market is projected to grow at a CAGR of 15.90% from 2023 to 
2027, reaching a market volume of US$15.24 billion by 2027. China is expected to remain the largest 
eCommerce market in the world, with a projected market volume of US$1,487.00 billion in 2023. The 
number of eCommerce users is expected to grow to 86.08 million by 2027, and user penetration is 
expected to reach 47.9% by 2027. The average revenue per user (ARPU) is expected to amount to 
US$128.80. 
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As the e-commerce industry in Bangladesh continues to thrive, ensuring robust cyber security 
measures is essential to protect businesses and consumers from the increasing risk of cyber threats. By 
implementing best practices, leveraging advanced technologies, and fostering collaboration, 
stakeholders in the industry can create a secure and trusted environment for online transactions. The 
government, e-commerce platforms, and consumers must work together to build a resilient cyber 
security framework that can adapt to evolving threats. With a strong emphasis on cyber security, 
Bangladesh can establish itself as a leading e-commerce hub while safeguarding the interests of all 
stakeholders involved. 
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